CSE 60641 – Fall 2007 – Prof. Thain – Exam III


NAME:

Short Answer: (2 points each)
Each answer should only be 1-3 sentences.

1. What file access patterns is the Google filesystem optimized to handle?
What file access patterns does it not handle well?

2. What is the primary difference between a type I and type II virtual machine?

3. Which is more expensive method of making a large change to a virtual address space: modifying a page table, or modifying a segment?  Why?

4. What is paravirtualization?

5. What are the contents of a ticket and an authenticator in Kerberos?

What is each used for?

 Theory of Virtualization (10 points)
Consider the Popek and Goldberg model of a third generation computer.

a) Explain the contents of the machine state S = (E,M,P,R)

b) State precisely what happens when an instruction traps.

c) What condition must hold for a machine to be virtualizable?

d) Consider a virtualizable machine running an application on top of an operating system on top of a virtual machine monitor.  Suppose this machine has an instruction “LPSW x” which atomically loads the program status word (M,P,R) from memory location x.  Explain what must happen to implement the instruction correctly in each of the following three domains:

1 – What happens if the virtual machine calls LPSW?

2 – What happens if the operating system calls LPSW?

3 – What happens if the application calls LPSW?

Virtualization in the Real World (10 points)
Sketch the major components of a machine running the VMWare Workstation hosted virtual machine monitor.  Explain the first technique used to provide a virtual Ethernet device.  Why did this achieve poor performance?  Describe two significant modifications made to improve the performance of the virtual Ethernet device.
Distributed Authentication Systems (10 points)
a) Sketch how one party can authenticate to another using an authentication server with symmetric (conventional) encryption.  Be sure to indicate the precise contents of each message exchanged, and indicate what information must be distributed in advance.

b) The same as above, except using asymmetric (public-key) encryption.

The Big Picture (10 points)
On the first day of class, Prof. Thain made the broad statement that the underlying physical properties of computer hardware cannot be abstracted away by software.

A good system design must take into account the basic hardware involved.

In this semester, we have seen several examples of how the usability and performance of a system can be improved by making software conform more closely to the underlying hardware.  Give two examples of this.  For each, state the underlying hardware capability, explain why the original software did not exploit it well, and then explain how the system was improved by making the software conform more closely to the underlying hardware.

